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1
Decision/action requested

The group is asked to discuss and agree on the proposal.
2
References

[1] TR 28.807 Study on management aspects of non-public networks v1.0.0
3
Rationale

It is proposed to use PNI-NPN terminology in TR 28.807 [1] based on the discussion result in SA5#129e.
4
Detailed proposal

This document proposes the following changes in TR 28.807 [1].

	1st Change


4.1
General

A Non-Public Network (NPN) is a 5GS deployed for non-public use, see TS 23.501 [3]. In contrast to public networks that offer mobile network services to the general public, non-public networks are intended for the sole use of a private entity such as a college or an enterprise. Non-public networks may be deployed on the entity’s defined premises such as a campus or a factory to provide coverage within a specific geographic area.

Non-public networks may be deployed in a variety of configurations, utilising both virtual and physical network functions, see TS 22.261 [2]. Specifically, see TS 23.501 [3], an NPN may be deployed as:

-
a Stand-alone Non-Public Network (SNPN), i.e. operated by an NPN operator and not relying on network functions provided by a PLMN, or

-
a Public network integrated NPN (PNI-NPN), i.e. a non-public network deployed with the support of a PLMN.

From the view of 5G-ACIA, non-public networks can be desirable for several reasons, see clause 4 of [4]:

-
High quality-of-service requirements

-
High security requirements, met by dedicated security credentials

-
Isolation from other networks, as a form of protection against malfunctions in the public mobile network. Also, isolation may be desirable for reasons of performance, security, privacy, and safety

-
Accountability. A non-public network makes it easier to identify responsibility for availability, maintenance, and operation

	Next Change


4.3
Management of PNI-NPN

	Next Change


4.4
Roles related to non-public networks management

In the context of NPNs, responsibilities regarding operations have to be clearly defined and assigned to roles. The roles related to NPNs include: 

-
NPN operator: designs, builds and operates an NPN providing all the required network services and resources. 

-
NPN service provider: provides non-public communication services using an NPN. Designs, builds and operates these services, which are supported by the NPN operator provided network services. 

-
NPN service customer: consumes services offered by an NPN service provider. 

There is a direct mapping between these roles and the ones defined in clause 4.8 of TS 28.530 [7], when network and services under consideration are non-public. The NPN operator role is a particularization of the Network Operator (NOP) role, the NPN service provider role is a particularization of the Communication Service Provider (CSP) role and the NPN service customer role is a particularization of the Communication Service Customer (CSC) role. 

Depending on actual scenarios and the type of NPN under consideration, i.e. SNPN or PNI-NPN, different relationships can be found between NPN related roles and potential stakeholders. This means: 

-
each role can be played by one or more organizations simultaneously. For example, in PNI-NPN deployments the NPN operator role can be shared between a MNO and a vertical (or a private company acting on behalf of it). In the same way, in SNPN deployments the NPN operator role can be played by either a vertical (or a private company on behalf of it) or a MNO which manages the SNPN;

-
an organization can play one or several roles simultaneously. For example, a company can play both NPN operator and NPN service provider roles.

	Next Change


5.2
Use cases related to management of PNI-NPN

	Next Change


6.3
Potential requirements for management of PNI-NPN

	Next Change


7.2
Solutions for management of PNI-NPN

	Next Change


8.1.2
Management of PNI-NPN

The study has identified use cases, potential requirements and solutions for management of PNI-NPN.

The NPN service provider role can be played by a vertical (or a private company acting on behalf of it) or a MNO which provides the NPN service.

The NPN operator role can be played by a MNO or be shared between a MNO and a vertical (or a private company acting on behalf of it).
To manage a PNI-NPN which is made via PLMN, the study has identified that the PNI-NPN management system needs to allocate and manage CAG identifiers.
The NPN operator can offer possibilities (e.g. exposed MnS to manage the network slice instance) for the NPN service provider to manage the NPN network slice instance according to TS 28.531 [6].
Authorized NPN service customer can obtain NPN UE related data (e.g. MDT and trace data) from NPN operator according to their pre-defined agreements.
	Next Change


8.2.2
Management of PNI-NPN

	End of change
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